Web Browser Security Options for Exporting
Reports

To set the web browser security options in order to export reports if
needed:

1. Inthe Internet Explorer web browser, follow the menu path: Tools > Internet
Options (this will return the screen shown below).

Note: If using web browsers other than Internet Explorer, then

contact your LAN Administrator (computer support person).

Internet Options ? g|
2 Eenerrivacy Cantent | Connections | Programs | Advanced
Home page
% “'ou can change which page to uge for your home page.
Address: kkp: f v, qoogle. comy

[ |1ze Current ] [ |Jze Default ] [ |Jze Blank,

Temporary Internet files

o Fages you view on the Intermet are stored in a special folder
@& Y for quick viewing later.

[Delete Eu:u:uk_ies...] [ Delete Files... ] [ Settings...

Higtaory

The Hiztary folder containg links to pages pou've visited, for
quick access to recently viewed pages.

Days to keep pages in histony: 20 Clear Histony

[ Colors... ] [ Faonts...

] [ Languages... ] [.-i'-.ccgssil:uilit_l,l... ]

[ OF. H Cancel ]

2. On the Internet Options window, click the Security tab.



Reporting Functions (cont.)

General | Secunty | Privacy | Content | Connections | Programs | Advanced

Select a'Web content zone to specify itz security zettings.

Trusted sites
M
trust not to damage your computer or

data.

Securnty Jevel for thiz zone

Custom
Custom zettings.
- To change the settings. click Custom Level.
- Touze the recommended settings, click Default Level.

[ Custom Level... ] [ Default Lewvel ]

[ ak. H Cancel ]

3. Click on the Trusted sites icon to select, then click on the Sites button.

Trusted sites ﬁ

¥ You can add and remove websites from this zone. All websites in
& this zone will use the zone's security settings.

\.ﬂ.gld this website to the zone:

T

Websites:

http: /= duke.edu Remaove

https://*.duke.edu

|

/ ]
/
4 Wr verification (https:) for all sites in this zone

7 » Close

4. In the Trusted sites window, click in the box to uncheck and deselect the option
Require server verification... for all sites in this zone.



Reporting Functions (cont.)

5. Enter each of the following URL web addresses (see bullets below) in the Add this
website to the zone input field as follows

e Enter each of the URLs listed here, one at the time and add per next bullet below
(ensure Step 4 was completed before trying to enter sites):
http://*.duke.edu
https://*.duke.edu

e Click the Add button after each URL is entered (button becomes “active” once
you start typing in the field)

e Click OK (repeat to add each address).
6. Ensure that all the websites are displayed now under the Websites section.

7. Click the Close button when done.

Internet Options

G€reral | Secunty | Pridacy | Content | Conmections | Programs || Advanced

#Elect a'web content zone to specify itz security settings.

; ) @ @ ©
o
Internet Local intranet

IEEGEEE  Restricted
sites

Trusted sites
This zone contains Web sites that pou
truzt mot bo damage wour compuker o =

Mo sites are in this zone.

Default Level l

8. Back on the Internet Options window, under the Security tab, click the Custom
Level button.



Reporting Functions (cont.)

Security Settings

Settings:

Enable
Prompk

@ Ackiver controls and plug-ins

9. Scroll down to locate the ActiveX Controls and plug ins option and click in the

@ Automatic prompking for Activer controls
~a % Disable
@ Binary and script behaviors
Administrator approved
Disable

Enable
@ Download signed Activey controls

radio button to select the Enable option.

10

Security Settings

Settings:

Enable
Prampk

11

A 4

[#% Downloads
[#% Automatic prompting For file downloads

u Disable
> Enable

»  [# File download
\\ Disable
Enable

[#% Font download

/

Disable

Enable

Prampk
s R TP | P
£

Reset cuskom settings

10. Scroll down further to locate the Downloads option.

11.Under the Downloads option, click the radio button to select Enable for both the
Automatic Prompting for file downloads and the File download option (click

Enable for each one).



Reporting Functions (cont.)

X

Security Settings - Trusted Sites Zone

Settings

JNET Framework
[8% Loose xaML
() Disable
(%) Enable
O Prompk
,93 wAML browser applications
() Disable
{(*) Enable
O Prompk
,93 %P5 documents
() Disable
(%) Enable
O Prompk
% MNET Framework-reliant components

& Permissions for components with manifests
™Y Micahla
< »

*Takes effect after you restart Internet Explorer

L4

Resel custom settings

Reset ko: |Medium {default) V| [ Reset... ]

12 :/I—Ch Cancel ]

12.Scroll down and click in the OK button at the bottom of the window when done.



